## Lohnvorerfassung - Einstellungen Markros

## Hinweise zur Verwendung in Verbindung mit Microsoft Office 2010

## Notwendige Einstellungen

Bei Verwendung von Microsoft Office 2010 ist es nötig einige Einstellungen im Microsoft Excel-Sicherheitscenter vorzunehmen um eine korrekte Funktionalität der Lohn Vorerfassung zu gewährleisten.

Zum Sicherheitscenter gelangen Sie durch einen Klick auf die Schaltfläche Datei $\rightarrow$ Optionen $\rightarrow$ Sicherheitscenter $\rightarrow$ Einstellungen für das Sicherheitscenter...


Dort können sie nun entweder den Programmpfad der DATEV-Software unter
Vertrauenswürdige Speicherorte hinterlegen (empfohlen) oder generell alle Makros erlauben (nicht empfohlen, entspricht der Makro Sicherheitsstufe „niedrig" bei Microsoft Office 2003).

## DATEV-Programmpfad als vertrauenswürdiger Speicherort:

Um den DATEV-Programmpfad als vertrauenswürdig zu definieren, wählen Sie
Vertrauenswürdige Speicherorte $\rightarrow$ Neuen Speicherort hinzufügen...


Im erscheinenden Dialog klicken Sie nun auf Durchsuchen... und wählen den Pfad unter dem ihre DATEV-Software installiert ist (standardmäßig „C:|DATEV") aus. Anschließend muss noch der Hacken bei Unterordner dieses Speicherorts sind ebenfalls vertrauenswürdig gesetzt und durch Klick auf OK bestätigt werden.

Hinweis: Sollte sich Ihre DATEV-Installation über mehr als eine Partition erstrecken, so müssen Sie auch die Pfade der anderen Partitionen als vertrauenswürdig definieren.

## Alle Makros aktivieren (nicht empfohlen):

Um generell alle Makros zu erlauben, wählen Sie Einstellungen für Makros und wählen dort Alle Makros aktivieren.


## Hinweise zur Verwendung in Verbindung mit Microsoft Office 2013

## Notwendige Einstellungen

Bei Verwendung von Microsoft Office 2013 ist es nötig einige Einstellungen im Microsoft Excel-Trust Center vorzunehmen um eine korrekte Funktionalität der Lohn Vorerfassung zu gewährleisten.

Zum Sicherheitscenter gelangen Sie durch einen Klick auf die Schaltfläche Datei $\rightarrow$ Optionen $\rightarrow$ Sicherheitscenter $\rightarrow$ Einstellungen für das Trust Center...


Dort können sie nun entweder den Programmpfad der DATEV-Software unter
Vertrauenswürdige Speicherorte hinterlegen (empfohlen) oder generell alle Makros erlauben (nicht empfohlen, entspricht der Makro Sicherheitsstufe "niedrig" bei Microsoft Office 2003).

## DATEV-Programmpfad als vertrauenswürdiger Speicherort:

Um den DATEV-Programmpfad als vertrauenswürdig zu definieren, wählen Sie Vertrauenswürdige Speicherorte $\rightarrow$ Neuen Speicherort hinzufügen...


Im erscheinenden Dialog klicken Sie nun auf Durchsuchen... und wählen den Pfad unter dem ihre DATEV-Software installiert ist (standardmäßig "C:|DATEV") aus. Anschließend muss noch der Hacken bei Unterordner dieses Speicherorts sind ebenfalls vertrauenswürdig gesetzt und durch Klick auf OK bestätigt werden.

Hinweis: Sollte sich Ihre DATEV-Installation über mehr als eine Partition erstrecken, so müssen Sie auch die Pfade der anderen Partitionen als vertrauenswürdig definieren.

Alle Makros aktivieren (nicht empfohlen):
Um generell alle Makros zu erlauben, wählen Sie Einstellungen für Makros und wählen dort Alle Makros aktivieren.


## Add-Ins aktivieren:

Um generell alle Add-Ins zu erlauben, wählen Sie Add-Ins und deaktivieren Sie alle Checkboxen.


## Zugriffsschutz

Unter Microsoft Office 2013 ist es möglich, Dateien, die unter älteren Office-Versionen erstellt wurden, in einer geschützten Ansicht zu öffnen. Dies führt jedoch dazu, dass Makros u. U. nicht mehr wie gewünscht funktionieren. Achten Sie deshalb darauf, dass unter Einstellungen für den Zugriffsschutz von den unten markierten Checkboxen keine aktiviert ist.


